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Advisory to BSNL subscribers regarding fake messages

It has been observed that BSNL customers are receiving messages from
fraudsters for sharing the KYC details on the given number to complete the KYC of
the mobile connection; otherwise their BSNL SIM will be deactivated. Normaliy these
messages are received with header such as CP-SMSFST, AD-VIRINF, CP-
BLMKND, BP-ITLINN etc. The fraudsters are using the KYC details to withdraw
money from the customer bank account.

In view of above, BSNL subscribers are informed that such messages are not
being sent by BSNL and they are advised not to entertain such type of messages.
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